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Criminal Investigations in the Age of Smart Data  
A Transatlantic Perspective 

8th Conference on the Future of Adversarial and Inquisitorial System

EARLY CAREER SCHOLARS SESSION 
Thursday, May 12, Room C 
Via Belmeloro 14, Bologna
2:30 pm - 7:00 pm

CRIMINAL INVESTIGATIONS AND THE

CHALLENGES OF THE DIGITAL AGE

2:30 pm - Words of Welcome

2:45 pm - Session 1: 
Substantive conceptions of privacy in the 
Digital Age

The Social Media Phenomenon: Privacy and 
Secrecy in an Age of ‘Sharing’
Melina Dobson - University of Warwick

Electronic correspondence and surveillance
Federico Cerqua - University of Milan

4:00 pm - Coffee break

Session 2:  
Regulating government surveillance and 
the use of private data

The new frontiers of online investigations in 
Italy
Giulia Lasagni - University of  Bologna

Accessing care robots data and the privilege 
against self-incrimination in Swiss Law
Dario Stagno - University of Basel

Regulating government surveillance and the use 
of private data
Laura Macula - University of Basel

Secret evidence in search warrant challenges: an 
eroded concept of privacy in Canadian law
Nathan Gorham - University of Toronto

MAIN CONFERENCE
Friday, May 13, Room C 
Via Belmeloro 14, Bologna
9:00am - 1:00pm

9:00 am - Words of Welcome

9:15 am  - Session 1:
Digital evidence and legal protections 

The Fourth Amendment in an Age of 
Surveillance: Constitutional Limits on “Big 
Data” 
David Gray - University of Maryland

Smart Data mining and the Presumption of 
Innocence
Mireille Hildebrandt - Vrije University of 
Brussels 

10:30 am - Coffee break

Access to Police-Generated Videos – Who, what, 
where, when, why, and how?
Richard Myers - UNC Chapel Hill

1:00 pm - Lunch

Session 2: 
Spying for justice? Privacy and criminal 
investigations
3:00pm - 7:00pm

Effects of surveillance on the rule of law, due 
process and the presumption of innocence – the 
Belgium example
Paul de Hert - Vrije University of Brussels

Search and Seizure of Private Databases and the 
German Concept of Privacy in Criminal 
Investigations
Beatrice Brunhöber - Humboldt University, 
Berlin

Surveillance in a system lacking of appropriate 
provisions - The increasing powers of the 
prosecutor in Italy
Michele Caianiello - University of  Bologna

Session 3: 
PRIVACY AND SURVEILLANCE 
IN A GLOBAL CONTEXT
Saturday, May 14, Sala Armi 
Via Zamboni 22, Bologna
9:30 am - 1:30 pm

You Can't Always Get What You Want: 
How Will Law Enforcement Get What it 
Needs in a Post-Snowden Encryption Era?
Stephanie Pell - West Point's Army 
Cyber Institute and Stanford Center for 
the Internet and Society

Encryption and the challenges for criminal 
investigation authorities
Sarah Summers - University of Zurich

Snowden and the end of secrecy
Richard Aldrich - University of Warwick

1:30 pm - Lunch

* * L’evento è in corso di accreditamento presso il Consiglio dell’Ordine degli Avvocati di Bologna * *
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